Cyber Risk

How many CIO’s does it take to be
Cyber Resilient? A CIO’s perspective.
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Don’t Ignore Cyber Risks

Cyber Risk can be defined as the risk connected
to activity online, internet trading, electronic
systems and technological networks, as well as
storage of personal data
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Reporting Cyber Risk

* Increased reports of cyber attacks have led
Organisations to encourage companies to
disclose attacks.

* Cyber risk should be reported similarly to any
other risk that would influence an
Investment.

* Regular sessions with the CIO




Cyber Resilience

Preserve, protect and govern, resilient to
digital disintegration

Boards to accept responsibility and active role
Build a better IT Knowledge
Potential Solutions




Build a Action Plan

Make security personal to your business
Baseline your security regularly.

Get executive and board engagement.
What is your resilience plan?
Education

Do the basics well

Plan for today and scale for the future
Start small, but think big.

Be accountable

Don’t wait for it to happen




Closure & Questions




